Abstract—In wireless sensor networks (WSNs), providing source-location privacy through secure routing is one of the most prosperous techniques. In this paper, we propose a routing technique to provide adequate source-location privacy with low energy consumption. We introduce this technique as the Sink Toroidal Region (STaR) routing. With this technique, the source node randomly selects an intermediate node within a designed STaR area located around the SINK node. The STaR area is large enough to make it impractical for an adversary to monitor the entire region. Furthermore, this routing protocol ensures that the intermediate node is neither too close, nor too far from the SINK node in relations to the entire network. While ensuring source-location privacy, our simulation results show that the proposed scheme is very efficient and can be used for practical applications.

I. INTRODUCTION

Wireless sensor networks can provide the world with a technology for real-time event monitoring for both military and civilian applications. One of the primary concerns that hinder the successful deployment of wireless sensor networks is source-location privacy. The privacy of the source location is vital and highly jeopardized by the usage of wireless communications. When traffic is transmitted wirelessly in the open air, any compatible receivers within the transmission range of the sender is able to intercept the traffic. An adversary may be well-equipped with powerful transceivers to analyze the traffic patterns. They may be able to intercept traffic from one or multiple locations in network environment. Without an adequate protection of the routing paths, an adversary may be able to determine the source location by using RF localization techniques to trace back to the source in a hop-by-hop approach. Therefore, even if a powerful encryption algorithm is used to protect the source identity, the adversary may still be able to determine the location of the source by monitoring the traffic patterns and routing paths.

Privacy in a network consists of not only the privacy of the message content but also the privacy of the source and destination locations. The focus of this paper is on source-location privacy. The confidentiality of the message content can be protected by encryption but the source location can be exposed in routing patterns. To be more concise, there may be different types of information besides the message content that are linked with a message transmission.

In providing adequate source privacy, the sensor devices present major limitations. Sensors in the network are meant to be low-cost and energy efficient devices. Clients can simply deploy many wireless sensor nodes into an environment and monitor the activities in the environment from one central location. Sensor nodes are also built to be placed in environments where they can be unattended for lengthy periods. These sensors may be deployed in areas where human attending and maintaining the sensors is impractical; thus, changing or recharging the batteries in the sensor devices is infeasible. For the purpose of preserving battery life, using intensive cryptographic algorithms, such as public-key cryptosystems, and the usage of powerful transmitters are not suitable for WSNs. Therefore, energy consumption along with source-location privacy are two very vital components for the successful deployment of wireless sensor networks.

In this paper, we propose a two-phase routing scheme that addresses the source-location privacy issue by using a unique routing process. In the routing process, the source node randomly determines an intermediate node from a pre-determined region around the SINK node. We call this region the Sink Toroidal Region (STaR). From the random intermediate node, the message will then be routed to the SINK node through the shortest path routing. The STaR routing method is performed for every message the source node sends to the SINK node in the network. We analyze the performance of the proposed STaR routing method and existing methods with network simulations. Our simulation results show that the STaR routing scheme can provide performance comparable to or better than the existing schemes while enhancing source-location privacy.

The remainder of this paper is organized as follows. In Section II, the related works are reviewed. The system model and design goals are described in Section III. Section IV details the proposed source-location privacy scheme. Security and performance analysis are provided in Section V and Section VI, respectively. We conclude in Section VII.

II. RELATED WORKS

In the past two decades, originated largely from Chaum’s mixnet [1] and DC-net [2], a number of source-location private communication protocols have been proposed [3]–[6]. The mixnet family protocols use a set of “mix” servers that mix the received packets to make the communication source (including the sender and the recipient) ambiguous. The DC-net family protocols [2] utilize secure multiparty computation techniques. However, both approaches require public-key cryptosystems and are not suitable for WSNs.
In [7], base station location privacy based on multi-path routing and fake messages injection was proposed. In this scheme, every node in the network has to transmit messages at a constant rate. Another base station location privacy scheme was introduced in [8], which involves location privacy routing and fake message injection.

In [9], [10], source-location privacy is provided through broadcasting that mixes valid messages with dummy messages. The main idea is that each node needs to transmit messages consistently. Whenever there is no valid message, the node has to transmit dummy messages. The transmission of dummy messages not only consumes significant amount of sensor energy, but also increases the network collisions and decreases the packet delivery ratio. Therefore, these schemes are not quite suitable for large scale WSNs.

Routing-based protocols can also provide source-location privacy through dynamic routing so that it is infeasible for the adversaries to trace back to the source location through traffic monitoring and analysis. The main idea is to, first, route the message to a node away from the actual message source randomly, then forward the message to the SINK node using single path routing. However, both theoretical and practical results demonstrate that if the message is routed randomly for $h$ hops, then the message will be largely within $h/5$ hops away from the actual source. An example is shown in Fig. 1, a source node is located at $(0, 0)$. This source node generates 1000 packets. Each packet is routed 50 hops until it reaches a randomly chosen node. The transmission range is 250 meters at most for one hop. We can see that most of the randomly selected nodes are located not far from the source. The average distance between the source and the randomly selected nodes is 4.2 hops, and the longest distance is just 12.2 hops.

To solve this problem, several approaches have been proposed. In phantom routing protocol [11], the message from the actual source will be routed to a phantom source along a designed directed walk through either sector-based approach or hop-based approach. Take the section-based directed walk as an example, the source node first randomly determines a direction that the message will be sent to. The direction information is stored in the header of the message. Then every forwarder on the random walk path will forward this message to a random neighbor in the same direction determined by the source node. In this way, the phantom source can be away from the actual source. Unfortunately, once the message is captured on the random walk path, the adversaries will be able to get the direction information stored in the header of the message. Therefore, the exposure of direction information decreases the complexity for adversaries to trace back to the actual message source in a magnitude of $2^h$. Random walks from both the source node and the SINK node were also proposed in [12]. In this scheme, Bloom Filter was proposed to store the information of all the visited nodes in the network for each message to prevent the messages from hopping back. However, this design allows adversaries to recover significant routing information from the received messages. In addition, this design is “not realistic” for large scale WSNs.

We have analyzed that phantom routing will leak direction information to the adversaries while the messages are forwarded to the phantom sources. To prevent this, we proposed routing through a randomly selected intermediate node (RRIN) [13]. In this scheme, the source node first randomly selects an intermediate node at the sensor domain based on the relative location of the sensor nodes. The intermediate node is determined by two factors: 1) it must be outside the constrained region around the source and 2) it is normally distributed outside the constrained area. With this method, the selected intermediate node is expected to be away from the real source node, which provides local location privacy. In order to provide both local and global location privacy over the sensor network, the selection of intermediate nodes has to be totally random, i.e., every sensor node in the network has the same probability of being selected as the intermediate node for any source node. Unfortunately, the energy consumption for this design is quite high. In this paper, a design tradeoff has been made to balance these two needs. The intermediate nodes are evenly distributed in the STaR so that the messages can be routed to the SINK node from all possible directions.

### III. Models and Design Goals

#### A. The System Model

The system is similar to the Panda-Hunter Game that was introduced in [11], [14]. In the Panda-Hunter Game, a wireless sensor network is deployed in a habitat to monitor the location of a panda. The sensors are used to locate the general area of the panda. As soon as the panda is discovered, the corresponding source node will observe and report data periodically to the SINK node. However, the source location should be kept secure from illegal hunters who may try to track and locate the panda. The goal is to make it infeasible for the hunters to determine the location of the panda by analyzing the traffic patterns in the network.

The following assumptions are made about the system:

- The network is divided into grids. The sensor nodes in each grid are fully connected. In each grid, there is one header node responsible for communicating with other nearby header nodes. The whole network is fully connected through multi-hop communications [15]–[18].
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The SINK node is the destination location that data messages will be routed to. The information of the SINK node is made public. On detecting an event, a sensor node will generate and send messages to the SINK node through a multi-hop routing.

Each message will include a unique dynamic ID where the event was generated. Only the SINK node can determine the source node location based on the dynamic ID.

The sensor nodes are assumed to know their relative locations and the SINK node location. We also assume that each sensor node has the knowledge of its adjacent neighboring nodes. The information about the relative location of the sensor domain may also be broadcasted through this network for routing information update [19]–[22].

The key management, including key generation, key distribution and key update, is beyond the scope of this paper. However, the interested readers are referred to reference such as [23]–[25] for more information.

### B. The Adversaries Model

Motivated by the high profits related to panda hunting, the adversary would use the most advanced equipments, which means they would have some technical advantages over the sensor nodes. In this paper, the adversary has the following characteristics:

- **Well-equipped:** The adversary does not need to worry about the energy consumption. The adversary also has adequate computation capability. On detecting an event message, he could determine the immediate sender of this message by analyzing the strength and direction of the signal he received. He is able to move to this sender’s location without much delay. The adversary also has enough memory to store any information useful to him. If needed, the adversary could compromise some sensor nodes in the network. We also assume that an adversary will never miss the event, such as a panda, when they are close to each other.

- **Passive:** To prevent from being detected by the anti-hunting officials, the adversaries should not tamper any contents of the messages transmitted in the sensor network, or do any damage to the equipments, but only carry out some passive attacks, which only involve eavesdropping work.

- **Traffic-monitoring:** The adversary is able to monitor the traffic in an area which is important in his opinion, and he could get all of the messages in this area. However, we assume that the adversary is unable to monitor the entire network. If the adversary can monitor all the traffic though the network, he can just monitor the events directly without relying on monitoring of the sensor network.

### C. Design Goals

Our design goals can be summarized as follows:

- The adversaries should not be able to get the source-location information by analyzing the traffic pattern.
- The adversaries should not be able to get the source-location information even if they are able to monitor certain area of the sensor network and compromise a few network nodes.
- Only the SINK node is able to identify the source location through the messages received. The recovery of the source location from the received message should be very efficient.

### D. Overview of the Proposed Scheme

When a normal node has a message to transmit, the message will first be transmitted to the header node in the grid. The header node will then forward this message to a randomly selected intermediate node, within a pre-determined region around the SINK node. The message is then forwarded to the SINK node from the intermediate node. The detailed description of the proposed scheme will be described in the subsequent sections.

### IV. PROPOSED ROUTING-BASED SOURCE-LOCATION PRIVACY SCHEME STAR

In this paper, we propose a two-phase routing protocol to provide source-location privacy. In the first phase, the source node randomly selects an intermediate node at the sensor domain and routes the message to the random intermediate node. The random intermediate node services as a fake source when the message is forwarded to the SINK node. In this scheme, the random intermediate node would be located in a pre-determine region around the SINK node. We call this region the Sink Toroidal Region (STaR). In the second phase, the intermediate node then forwards the message to the SINK node by single-path routing.

The goal of the proposed scheme is to provide local and global source-location privacy with adequate energy-efficient routing. Local privacy is obtained by the fact that the intermediate node is expected to be neither too close nor too far away from the real source, for most cases. The STaR area would be a large area with at least a minimum radius distance.
r, from the SINK node to provide global privacy. Also, the STaR area guarantees that the intermediate node is at most a maximum distance $R$ away from the SINK node to limit the energy consumption in the routing paths. This routing scheme is designed to give the illusion that the source node is sending messages to the SINK node from all the possible directions. In this way, the STaR creates an effect that is similar to the totally random RRIN scheme [13] but with less energy consumption.

We assume that each sensor node only has knowledge of its adjacent nodes and has no accurate information of the sensor nodes more than one hop away. We also assume that each node has knowledge of the perimeters that is shown in Fig. 2. The description of the perimeters are as follows:

- $x_0, y_0$: The corresponding X and Y coordinates of the SINK node location,
- $R$: The pre-determined radius from the SINK to the outer-edge of the STaR area,
- $r$: The pre-determined radius from the SINK node to the inner-edge of the STaR area.

From these perimeters, $\{x_0, y_0, R, r\}$, the source nodes are able to generate random points within the STaR area. Since we assume that the SINK node is located at the relative location $(x_0, y_0)$, the source node selects the random location $(x, y)$ according to the following two steps:

1) Randomly select $d$ uniformly from $[r, R]$.
2) Randomly select $\theta$ uniformly from $[0, 2\pi]$.

In this way, we can calculate the coordinate of the intermediate node as $(x, y) = (x_0 + d \cos(\theta), y_0 + d \sin(\theta))$.

After obtaining the random location $(x, y)$, the message can then be routed towards the grid at location $(x, y)$. Since each node only knows its adjacent neighbor nodes’ relative location, it can determine the direction that the message should be routed to. Once the message is within the desired grid of the random location, the message is routed to the header node of the grid. The header node then becomes the random intermediate node. If the desired grid does not contain any nodes, then the last node in the routing path would become the desired location and the header node in that grid would become the intermediate node. The intermediate node then routes the received message to the SINK node using single-path routing.

The proposed scheme will provide adequate source-location privacy since it will repeat this procedure for every message sent out. In general, the source node will send out messages periodically. For every message, the source node will choose a new intermediate node within the STaR area using the procedure described above.

V. SECURITY ANALYSIS

In this section, we will analyze that the proposed STaR routing scheme can provide source-location privacy.

In our scheme, a random intermediate node is selected from the STaR area. We assume that the STaR area is large enough that it would be unpractical for an adversary to monitor entirely. From the probability point of view, for a large network, the chances that the messages will be routed using the same path and the same intermediate node are extremely low.

Unlike the directed walk of the phantom routing scheme, our protocol does not leak direction information to the adversaries.

The security of the proposed STaR routing scheme can be analyzed based on the location of the adversarial attacks: i) the adversary monitors traffic between the source node and the randomly selected intermediate node, and ii) the adversary monitors traffic between the randomly selected intermediate node in STaR and the SINK node. For case i), the message source may be located anywhere and the intermediate node is expected to be far from the real source for most cases. The probability for the adversary to intercept a message is very low. It is virtually impossible for an adversary to intercept multiple messages from the same source, as shown in Fig. 3. Therefore, STaR provides local source location privacy.

For case ii), the STaR area is at least a minimum radius distance, $r$, from the SINK node and traffic will be transmitted to the SINK node from all possible directions with equal probability. Therefore, it is quite impossible for an adversary to predict the direction of the source node. It is also impractical for the adversary to perform routing traceback to figure out the source location by only monitoring and analyzing traffic patterns around the SINK node. In this way, global source location privacy can be assured.

VI. PERFORMANCE ANALYSIS AND SIMULATION RESULTS

To evaluate the performance of the schemes proposed, extensive simulations have been conducted using ns-2 on RedHat Linux system. The results of the simulations are shown in Fig. 4. In the simulation, 400 nodes are randomly distributed in a square target area of size $3360 \times 3360$ meters, while the SINK node is located at the center of the network. We set hop count of directed walking of phantom routing to be four, which on average the phantom source was found to be 526.12 meters away from the real source. For RRIN scheme, the minimum distance between the source node and the intermediate nodes was set to 480 meters, and the average distance turned out to be 529.14 meters. We also illustrate the performance of the totally randomly selected intermediate nodes. For STaR routing, the inner radius, $r$, was set to 480 meters, while the outer radius, $R$, was set to 640 meters.
Fig. 4. Performance of routing by single-intermediate node

Through analysis and simulation results, we find that direct routing without intermediate node has the best performance while totally random RRIN has the worse performance. The performance of the RRIN scheme is better than phantom routing for comparable security since the average routing paths in phantom routing is longer than the RRIN due to the more curved routing paths. The performance of STaR is between the totally random RRIN and constrained RRIN. The delivery ratio for STaR is slightly lower than the two RRIN schemes due to the possible higher collisions ratio.

VII. CONCLUSIONS

Source-location privacy is vital to the successful deployment of wireless sensor networks. In this paper, we introduced a STaR routing scheme for local and global source-location privacy protection. We carried out theoretical analysis to evaluate the security and the performance of the proposed scheme and compared it with other existing schemes. Our simulation results demonstrate that the proposed STaR routing scheme can achieve excellent performance in energy consumption and delivery latency. Message delivery ratio is slightly lower than the other schemes but it is still satisfying overall.
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