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ABSTRACT

TRADE-OFFS AMONG DATA SECURITY, USABILITY AND COMPLEXITY IN MOBILE CLOUD COMPUTING

Kai Zhou

The proliferation of cloud computing, ubiquitous mobile computing, Internet of Things (IoT) and big data spawns new security and privacy challenges. Big volume of data are produced from ubiquitous mobile devices, aggregated in cloud platforms and transmitted among Internet of Things. The privacy of these user data becomes a great concern. Proper transmission, storing, sharing and utilizing of these data are of great security and performance importance.

Data security, usability and complexity are among the most important design issues in mobile computing environment. Often there are trade-offs among these issues. Data security, as a design goal, is often achieved at the cost of additional computational power. In mobile cloud computing environment, especially for resource-constrained devices, it is critical to achieve certain security requirements without involving too much computation. While data is often encrypted for security purpose in the untrusted cloud environment, the usability of data is often limited. Conventional encryption schemes provide semantic security and allows only users who have the ability to decrypt to utilize the data. However, in many application scenarios, users do not always need to see the data in plaintext in order to fulfill certain functionalities. It is desirable for certain services to be directly conducted on the encrypted data without disclosing the original data. Data usability may decrease as the level of security protection increases, which provides a trade-off between security and usability.

In this dissertation, we primarily focus on designing secure, efficient and versatile protocols achieving the trade-offs among data security, data usability and computational complexity, featuring mobile cloud computing environment. Especially, we focus on alleviating user-side computational overhead for several categories of computational problems, by designing secure outsourcing schemes providing data security and result verifiability. Such problems include general scientific computation and cryptographic computation. We also explore the
trade-off between data security and usability, by designing secure schemes enabling direct utilization of encrypted data. Especially, we proposed a user-centric biometric authentication scheme enabling users to utilize their encrypted biometrics for authentication.
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