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Abstract—This paper considers robust CDMA receiver design and jam-
ming evaluation under disguised jamming, where the jammer generates a
fake signal using the same spreading code, constellation and pulse shaping
filter as that of the authorized signal. First, we analyze the performance
of conventional CDMA systems under disguised jamming, and show that
due to the symmetricity between the authorized signal and the jamming
interference, the receiver cannot really distinguish the authorized signal
from jamming, leading to complete communication failure. Second, by
exploiting the small time difference between the authorized signal and
the jamming interference, the conventional CDMA receiver can be re-
designed to achieve robust performance under disguised jamming. More
specifically, we propose to estimate the authorized signal, the phase and
power level or range of the jamming interference by minimizing the MSE
between the received signal and the jammed signal, which is the sum of
the authorized signal and the disguised jamming. The effectiveness of the
proposed approach is demonstrated through simulation examples. It is
shown that with the proposed receiver design, the BER performance of
CDMA can be improved significantly under disguised jamming, and an
analytical evaluation about jamming can also be obtained.

Index Terms—CDMA, disguised jamming, receiver design, MMSE.

I. INTRODUCTION

Existing work on anti-jamming system design or jamming mitiga-

tion is mainly based on spread spectrum techniques [1], [2]. The

spread spectrum systems, including code division multiple access

(CDMA) and frequency hopping (FH), were originally developed for

secure communications in military applications. Both CDMA and

FH systems possess anti-jamming and anti-interception features by

exploiting frequency diversity over large spectrum.

In CDMA, each user is assigned a specific pseudo-random code

(also known as the signature) to spread its signal over a bandwidth

N times larger. Due to the processing gain resulted from the spread

spectrum technique, CDMA is especially robust under narrow band

jamming and works very well under low SNR levels [3]. CDMA

signals cannot be recovered unless the user signature is known at the

receiver, and can be hidden within the noise floor, making it difficult

to be detected. For these reasons, CDMA has been widely used in

both civilian and military applications, such as 3GPP UMTS [4] and

GPS [5].

The security of CDMA largely relies on the randomness in the PN

sequence. For CDMA, the spreading code of each user is obtained

through the modulo 2 sum of the Walsh code and the long code, and

thus is varying in every symbol period. However, according to the

Berlekamp-Massey algorithm [6], for a sequence generated from an

n-stage linear feedback shift register, the characteristic polynomial

and the entire sequence can be reconstructed if an eavesdropper

can intercept a 2n-bit sequence segment. Note that the characteristic

polynomial is generally available to the public, then PN sequence

can be recovered if an n-bit sequence segment is intercepted. That

is, it is possible to break the PN sequence used in conventional

CDMA systems in real time with today’s high speed computing

techniques [7]. In civilian GPS systems, the spreading code is

actually made public to attract potential users and improve its global

competitiveness. Once the PN sequence is recovered or broken, the

jammer can generate a fake signal using the same spreading code,

constellation and pulse shaping filter as that of the authorized signal.

This is known as the disguised jamming for CDMA.

In this paper, we first analyze the performance of conventional

CDMA systems under disguised jamming, and show that due to

the symmetricity between the authorized signal and the jamming

interference, the receiver cannot really distinguish the authorized

signal from jamming, leading to complete communication failure.

Second, we observe that while malicious user can get complete

information about the spreading code and pulse shaping filter, they

cannot capture the exact timing information of the authorized signal.

By exploiting this small time difference between the authorized

signal and the jamming interference, the conventional CDMA receiver

can be re-designed to achieve robust performance under disguised

jamming. More specifically, we propose to estimate the authorized

signal, the phase and power level or range of the jamming interference

by minimizing the MSE between the received signal and the jammed

signal, which is the sum of the authorized signal and the disguised

jamming. The effectiveness of the proposed approach is demonstrated

through simulation examples. It is shown that with the proposed

receiver design, the BER performance of CDMA can be improved

significantly under disguised jamming. At the same time, we can get

a good evaluation on how severe the jamming is.

The rest of the paper is organized as follows. In Section II, the

system model is provided. The impact of disguised jamming on

CDMA systems is analyzed in Section III. The proposed CDMA

receiver design under disguised jamming is elaborated in Section IV.

Numerical evaluation is conducted in Section V and we conclude in

Section VI.

II. SYSTEM MODEL

We consider an individual user in a typical CDMA system.

Assuming the processing gain is N , namely, there are N chips

per symbol. Let c = [c0, c1, ..., cN−1] denote the spreading code,

which is assumed to be public. In the isolated pulse case, the general

baseband signal can be represented as

c(t) =

N−1∑
n=0

cng(t− nTc), (1)

where g(t) is the pulse shaping filter, Tc the time duration of the

spreading code chip, and we assume

1

T

∫ T

0

c2(t)dt = 1, (2)

where T = NTc. Let Ω be the constellation, and a ∈ Ω the symbol

to be transmitted. The transmitted signal would then be

s(t) = ac(t). (3)

Note that c(t) is real, while a can be complex depending on the

constellation Ω.



The signal, s(t), is transmitted through an additive white Gaussian

noise (AWGN) channel, and simultaneously interfered by disguised

jamming. The disguised jamming is typically launched to confuse the

receiver by generating a signal which mimics the authorized signal

[8]–[10]. With complete knowledge of the spreading code and the

pulse shaping filter, the disguised jamming would likely have similar

characteristics as the authorized signal, except that the fake symbol

can only be randomly chosen out of Ω, and the small timing and

amplitude differences between the authorized signal and disguised

jamming due to the non-ideal estimation at the jammer side. Let

b ∈ Ω denote the fake symbol, τ the small timing difference, and γ
the amplitude ratio of the disguised jamming to the authorized signal.

Then, the disguised jamming can be modeled as

j(t) = bγc(t− τ). (4)

Taking both the noise and the disguised jamming into account, the

received signal can be written as

r(t) = s(t) + j(t) + n(t) = ac(t) + bγc(t− τ) + n(t), (5)

where n(t) is the noise.

III. PERFORMANCE OF CONVENTIONAL CDMA RECEIVERS

UNDER DISGUISED JAMMING

In this section, we will show that: under the worst case disguised

jamming, due to the symmetricity between the authorized signal and

the jamming interference, the symbol error probability of CDMA

communication is lower bounded, and the resulted capacity is proved

to be zero.

A. Error Probability

The conventional CDMA receiver estimates the transmitted symbol

as

â =
1

T

∫ T

0

r(t)c(t)dt. (6)

However, this receiver would fail under disguised jamming. In fact,

substituting (5) into (6), and following (2), we have

â = a+ bγ
1

T

∫ T

0

c(t− τ)c(t)dt+
1

T

∫ T

0

n(t)c(t)dt. (7)

It is observed that the symbol estimation would be considerably

influenced by the second term in the RHS of (7), which is introduced

by the disguised jamming, especially when τ is small (e.g., |τ | < Tc)

and γ ≈ 1. In the worst case, when τ = 0 and γ = 1, (7) can be

simplified as

â = a+ b+
1

T

∫ T

0

n(t)c(t)dt. (8)

Resulting from (8), the symbol error probability under the worst

disguised jamming, Ps, would be lower bounded by

Ps ≥ M − 1

2M
, (9)

where M is the constellation size. An intuitive explanation is that: if

the authorized symbol a and the fake one b are distinct, the receiver

would have to guess between them as indicated in (8). Note that the

error probability of a random guess between two symbols is 1
2

, and

the two symbols randomly and independently selected out of Ω by the

authorized transmitter and disguised jammer differ with a probability

of M−1
M

. The additional noise would make the error probability even

larger.

B. Capacity

In this subsection, we will show that the capacity of CDMA

communication under the worst case disguised jamming is actually

zero, by applying the arbitrarily varying channel (AVC) model [8],

[11]–[17]. An AVC channel model is generally characterized using

a kernel W : S × J → Y , where S is the transmitted signal

space, J is the jamming space (i.e., the jamming is viewed as

the arbitrarily varying channel states) and Y is the estimated signal

space. For any s ∈ S, j ∈ J and y ∈ Y , W (y|s, j) denotes the

conditional probability that y is detected at the receiver, given that

s is the transmitted signal and j is the jamming. If S = J and

W (y|s, j) = W (y|j, s) for any s, j ∈ S, y ∈ Y , the AVC is said to

have a symmetric kernel [13]. The deterministic code capacity1 of

an AVC for the average probability of error is zero if the AVC is

symmetric [13], [17].

In an isolated symbol period of CDMA communication, the worst

case disguised jamming in its chip-rate representation can be written

as

j = [bc0, bc1, ..., bcN−1], (10)

where [c0, c1, ..., cN−1] is the spreading code, and b ∈ Ω the fake

symbol. The authorized signal can similarly be represented as

s = [ac0, ac1, ..., acN−1], (11)

where a ∈ Ω is the authorized symbol. Taking both the noise and

jamming into account, the received chip-rate signal can be written as

r = s + j + n, (12)

in which n = [n0, n1, ..., nN−1] and r = [r0, r1, ..., rN−1] denote

the AWGN noise vector and received signal vector, respectively.

Define the authorized signal space as S = {ac|a ∈ Ω}, where

c = [c0, c1, ..., cN−1] is the spreading code. It follows immediately

that the disguised jamming space

J = {bc|b ∈ Ω} = S. (13)

Let â ∈ Ω be the estimated version of the authorized symbol a at the

receiver, and W0(â|s, j) the conditional probability that â is estimated

given that the authorized signal is s ∈ S, and the disguised jamming

is j ∈ S. Thus, the CDMA system under disguised jamming can be

modeled as an AVC channel characterized by the probability matrix

W0 : S × S → Ω, (14)

where W0 is the kernel of the AVC.

As indicated in (13), the jamming and the authorized signal are

fully symmetric as they are generated from exactly the same space

S. Note that the recovery of the authorized symbol is fully based on

r in (12), so we further have

W0(â|s, j) = W0(â|j, s). (15)

Combining (13) and (15), we conclude that: under the worst case
disguised jamming, the kernel of the AVC corresponding to a CDMA
system, W0, is symmetric, and hence the resulted deterministic capac-
ity of the CDMA system is zero. The underlying physical meaning

is that due to the symmetricity between the authorized signal and

the jamming interference, the receiver cannot really distinguish the

1A deterministic capacity is defined by the capacity that can be achieved
by a communication system, when it applies only one code pattern during the
information transmission. In other words, the coding scheme is deterministic
and can be readily repeated by other users [13].



authorized signal from jamming, leading to complete communication

failure.

Under the worst case disguised jamming (i.e., τ = 0 and γ = 1),

the lower bound in (9) sets up a limit for the error probability

performance of CDMA, and zero capacity implies a complete failure

in information transmission. However, in practical systems, the worst

case disguised jamming is difficult to launch, since the disguised

jammer cannot really capture the exact timing and amplitude infor-

mation of the authorized signal. That is, practical disguised jamming

is usually not fully symmetric with the authorized signal. As will be

shown in Section V-A, nearly worst disguised jamming (i.e., |τ | ≈ 0
and γ ≈ 1) can also be very harmful if left unattended. In this paper,

by taking the timing difference τ and amplitude ratio γ into account,

we find that the error probability of CDMA systems under practical

disguised jamming can be reduced significantly.

IV. PROPOSED CDMA RECEIVER DESIGN UNDER DISGUISED

JAMMING

In this section, we estimate the jamming parameters as well as the

authorized symbol using the minimum mean square error (MMSE)

criterion. Unlike traditional MSE between the received signal and

transmitted signal, the MSE here is calculated between the received

signal and jammed signal, which is the sum of the authorized signal

and the disguised jamming.

Following (3)-(5), the aforementioned MSE can be calculated as

J(a, b, τ, γ)

=
1

T

∫ T

0

|r(t)− s(t)− j(t)|2dt

=
1

T

∫ T

0

|r(t)− ac(t)− bγc(t− τ)|2dt

=
1

T

∫ T

0

|r(t)− ac(t)|2dt− γb∗

T

∫ T

0

[r(t)− ac(t)]c(t− τ)dt

−γb

T

∫ T

0

[r(t)− ac(t)]∗c(t− τ)dt+
γ2|b|2
T

∫ T

0

c2(t− τ)dt,

(16)

where (·)∗ denotes the complex conjugate. Since c(t) is T -periodic,

following (2), we have 1
T

∫ T

0
c2(t − τ)dt = 1

T

∫ T

0
c2(t)dt = 1. If

we further denote

A(a, τ) =
1

T

∫ T

0

[r(t)− ac(t)]c(t− τ)dt, (17)

the MSE can be rewritten as

J(a, b, τ, γ) =
1

T

∫ T

0

|r(t)− ac(t)|2dt
−γb∗A(a, τ)− γbA∗(a, τ) + γ2|b|2.

(18)

Thus, the problem can be formulated as minimizing (18) by finding

the optimal a, b, τ and γ, i.e.,

{â, b̂, τ̂ , γ̂} = arg min
a,b,τ,γ

J(a, b, τ, γ). (19)

To minimize (18), one necessary condition is that its partial

derivatives regarding b and γ are zero. Note that when z is a complex

variable, we have ∂z
∂z

= 0, ∂z∗
∂z

= 2 and
∂|z|2
∂z

= 2z. Hence,

⎧⎨
⎩

∂J
∂b

= −2γA(a, τ) + 2γ2b = 0,

∂J
∂γ

= −b∗A(a, τ)− bA∗(a, τ) + 2γ|b|2 = 0,
(20)

from which we can get

γ =
A(a, τ)

b
=

A∗(a, τ)
b∗

. (21)

Substituting (21) into (18), the MSE can be reduced to

J =
1

T

∫ T

0

|r(t)− ac(t)|2dt− |A(a, τ)|2, (22)

which is a function depending only on a and τ .

In digital implementation, limited by the time resolution, τ be-

comes discrete and thus has only a few possible values with |τ | < Tc.

In this way, an exhaustive search2 on τ and a would be feasible

and also an effective approach to minimize (22). The required

computation mainly lies in a finite number of MSE calculation,

and the number of possible (a, τ) pairs is M × Q, where M is

the constellation size and Q is the number of possible values for

τ . Ultimately, the recovered symbol â and the estimated timing

difference τ̂ would be the ones minimizing (22) which we obtained

from the exhaustive search above.

Following (21), the amplitude ratio can be estimated as

γ̂ =
|A(â, τ̂)|
|b| , (23)

for a constant-modulus constellation (e.g., PSK), where |b| is readily

available since it holds constant for all b ∈ Ω. For non-constant-

modulus constellation, the amplitude ratio cannot be exactly drawn.

This is because that from (21), we can only determine b̂γ̂ = A(â, τ̂),
which cannot yield a specific γ̂ when the amplitude of the jamming

symbol is not specifically available. However, in this case, we can

obtain a range for γ̂. More specifically, if B1 ≤ |b| ≤ B2 for b ∈ Ω,

then we have

|A(â, τ̂)|
B2

≤ γ̂ ≤ |A(â, τ̂)|
B1

. (24)

Discussions: 1) The major differences between the estimation of

disguised jamming and that of multipath signals [18], [19] lie in:

i) Multipath signals always contain the same symbol as the primary

signal (which is the signal going through the line-of-sight path), while

the symbol carried by disguised jamming is chosen independently

from the authorized signal; ii) Multipath signals are generally much

weaker than the primary signal, while disguised jamming maintains

a similar power level as the authorized signal; iii) Multipath signals

always arrive at the receiver after the primary signal, while disguised

jamming can have either a leading or lagging phase compared with

the authorized signal.

2) Although we primarily focus on recovering the authorized

symbols under disguised jamming here; however, the information

obtained from the MMSE receiver can be used for jamming detection

and evaluation. The estimated amplitude ratio can be used as a

metric to determine whether a disguised jammer is present or not

by comparing it with an appropriate threshold. Through cooperation

of multiple receivers, it is also possible to locate the disguised jammer

by exploiting the estimated timing differences between the jamming

interference and the authorized signal. These potential topics are left

for future work.

2Generally it would be sufficient to perform an exhaustive search for
regular time resolution with a practical sampling rate; however, for high
time resolution, we suggest the usage of state-of-the-art iterative optimization
methods, e.g., Newton’s method.



V. NUMERICAL RESULTS

In this section, we first evaluate the performance degradation of

CDMA systems under disguised jamming, and then demonstrate the

effectiveness of the proposed receiver in jamming estimation and

BER performance improvement. We assume AWGN channels and

apply BPSK modulation, which is generally used in GPS, and the

spreading code is a Gold sequence with a processing gain N = 1023.

In the simulation, we set the oversampling factor to 32, which means

that there are 32 samples in each chip with a Tc duration. Note

that the oversampling factor determines the resolution of the timing

difference estimation, i.e., 1
32
Tc, for the current setting.

A. Performance Degradation of Conventional CDMA Systems under
Disguised Jamming

In this subsection, we evaluate the impact of disguised jamming

with different timing differences on BER performance of the con-

ventional CDMA system. The amplitude ratio γ is set to 1, and we

apply the conventional receiver in (6) without jamming estimation. It

is observed in Fig. 1 that compared with jamming-free case, the BER

performance is severely degraded by disguised jamming, especially

when the timing difference τ is small. In the worst case with τ = 0,

the BER maintains at approximately 1
4

no matter how high the SNR

is, which agrees with the lower bound in (9).

Fig. 1. BER v.s. Eb/N0 for the conventional CDMA receiver under various
disguised jamming.

B. Timing Difference and Amplitude Ratio Estimation

In this subsection, we provide the estimation results of the timing

difference τ and amplitude ratio γ by applying the proposed CDMA

receiver. Here we set τ = 1
4
Tc and γ = 1.2. In Fig. 2, we can observe

that both the timing difference and amplitude ratio can be accurately

estimated with reasonable SNRs, and the accuracy improves as the

SNR increases.

C. BER Performance Improvement with Jamming Estimation

In this subsection, we compare the BER performance of the

proposed CDMA receiver with that of the conventional receiver. To

explore a time-varying jamming scenario, the timing difference τ
is set to be uniformly distributed on [− 1

4
Tc, 0) ∪ (0, 1

4
Tc], and the

amplitude ratio γ follows a normal distribution N (1, σ2), where

σ = 1
6

. Note that we do not take into account τ = 0, in which

case the BER cannot be decreased because of the lower bound in

(9). In Fig. 3, it is observed that the BER is decreased significantly

Fig. 2. Timing difference and amplitude ratio estimation.

by the proposed CDMA receiver with reasonable SNRs. With low

SNRs, the BER cannot be decreased due to the inaccurate jamming

estimation, which demonstrates that it is more difficult to combat

disguised jamming under poor channel conditions.

Fig. 3. Performance comparison of the conventional receiver and the
proposed receiver under disguised jamming.

VI. CONCLUSIONS

In this paper, we analyzed the impact of disguised jamming on

conventional CDMA systems, and developed an effective approach

to recover the authorized symbols with CDMA transmission under

disguised jamming. The proposed approach exploited the small

timing difference between the authorized signal and the jamming

interference. We estimated the authorized symbols as well as the

jamming parameters by finding the minimum mean square error

(MMSE) between the received signal and jammed signal, which

is the sum of the authorized signal and the disguised jamming.

The numerical results demonstrated that with reasonable SNRs, the

proposed receiver significantly improves the BER performance of

CDMA systems under disguised jamming, and also provides a good

evaluation about jamming.

ACKNOWLEDGMENT

This research is partially supported by National Science Foundation

under awards: CNS 1217206 and ECCS 1232109.



REFERENCES

[1] S. Barbarossa and A. Scaglione, “Adaptive time-varying cancellation of
wideband interferences in spread-spectrum communications based on
time-frequency distributions,” IEEE Trans. Signal Processing, vol. 47,
no. 4, pp. 957–965, Apr 1999.

[2] S. Aromaa, P. Henttu, and M. Juntti, “Transform-selective interference
suppression algorithm for spread-spectrum communications,” IEEE Sig-
nal Processing Lett., vol. 12, no. 1, pp. 49–51, Jan 2005.

[3] C.-L. Wang and K.-M. Wu, “A new narrowband interference suppression
scheme for spread-spectrum CDMA communications,” IEEE Trans.
Signal Processing, vol. 49, no. 11, pp. 2832–2838, Nov 2001.

[4] H. Holma and A. Toskala, WCDMA for UMTS: HSPA Evolution and
LTE. New York, NY, USA: John Wiley & Sons, Inc., 2007.

[5] E. Kaplan, Understanding GPS - Principles and applications, 2nd ed.
Artech House, December 2005.

[6] J. Massey, “Shift-register synthesis and BCH decoding,” IEEE Trans.
Inform. Theory, vol. 15, no. 1, pp. 122–127, Jan 1969.

[7] T. Li, Q. Ling, and J. Ren, “Physical layer built-in security analysis
and enhancement algorithms for CDMA systems,” EURASIP Journal on
Wireless Communications and Networking, vol. 2007, no. 1, p. 083589,
2007.

[8] T. Ericson, “The noncooperative binary adder channel,” IEEE Trans.
Inform. Theory, vol. 32, no. 3, pp. 365–374, 1986.

[9] M. Medard, “Capacity of correlated jamming channels,” in Allerton
Conference on Communications, Computing and Control, 1997.

[10] L. Zhang, H. Wang, and T. Li, “Anti-jamming message-driven frequency
hopping-part i: System design,” IEEE Trans. Wireless Commun., vol. 12,
no. 1, pp. 70 –79, Jan. 2013.

[11] D. Blackwell, L. Breiman, and A. J. Thomasian, “The capacities of cer-
tain channel classes under random coding,” The Annals of Mathematical
Statistics, vol. 31, no. 3, pp. pp. 558–567, 1960.

[12] R. Ahlswede, “Elimination of correlation in random codes for arbitrarily
varying channels,” Z. Wahrscheinlichkeitstheorie und Verwandte Gebiete,
vol. 44, no. 2, pp. 159–175, 1978.

[13] T. Ericson, “Exponential error bounds for random codes in the arbitrarily
varying channel,” IEEE Trans. Inform. Theory, vol. 31, no. 1, pp. 42–48,
1985.

[14] I. Csiszar and P. Narayan, “Arbitrarily varying channels with constrained
inputs and states,” IEEE Trans. Inform. Theory, vol. 34, no. 1, pp. 27–34,
1988.

[15] ——, “The capacity of the arbitrarily varying channel revisited: positiv-
ity, constraints,” IEEE Trans. Inform. Theory, vol. 34, no. 2, pp. 181–193,
1988.

[16] ——, “Capacity of the Gaussian arbitrarily varying channel,” IEEE
Trans. Inform. Theory, vol. 37, no. 1, pp. 18–26, 1991.

[17] A. Lapidoth and P. Narayan, “Reliable communication under channel
uncertainty,” IEEE Trans. Inform. Theory, vol. 44, no. 6, pp. 2148–2177,
1998.

[18] M. Sahmoudi and M. Amin, “Fast iterative maximum-likelihood algo-
rithm (FIMLA) for multipath mitigation in the next generation of GNSS
receivers,” IEEE Trans. Wireless Commun., vol. 7, no. 11, pp. 4362–
4374, November 2008.

[19] Z. Xu and P. Liu, “Code-constrained blind detection of CDMA signals
in multipath channels,” IEEE Signal Processing Lett., vol. 9, no. 12, pp.
389–392, Dec 2002.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize false
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo false
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Arial-Black
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /ComicSansMS
    /ComicSansMS-Bold
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FranklinGothic-Medium
    /FranklinGothic-MediumItalic
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Gautami
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /Impact
    /Kartika
    /Latha
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaConsole
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSansUnicode
    /Mangal-Regular
    /MicrosoftSansSerif
    /MonotypeCorsiva
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /MVBoli
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Raavi
    /Shruti
    /Sylfaen
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /Vrinda
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 200
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 200
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200073006f006d002000650072002000650067006e0065007400200066006f00720020007000e5006c006900740065006c006900670020007600690073006e0069006e00670020006f00670020007500740073006b007200690066007400200061007600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002e>
    /PTB <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>
    /SUO <FEFF004b00e40079007400e40020006e00e40069007400e4002000610073006500740075006b007300690061002c0020006b0075006e0020006c0075006f0074002000410064006f0062006500200050004400460020002d0064006f006b0075006d0065006e007400740065006a0061002c0020006a006f0074006b006100200073006f0070006900760061007400200079007200690074007900730061007300690061006b00690072006a006f006a0065006e0020006c0075006f00740065007400740061007600610061006e0020006e00e400790074007400e4006d0069007300650065006e0020006a0061002000740075006c006f007300740061006d0069007300650065006e002e0020004c0075006f0064007500740020005000440046002d0064006f006b0075006d0065006e00740069007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f0062006100740069006c006c00610020006a0061002000410064006f00620065002000520065006100640065007200200035002e0030003a006c006c00610020006a006100200075007500640065006d006d0069006c006c0061002e>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Required"  settings for PDF Specification 4.01)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


